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Abstract: To establish a thorough legislative framework for protecting children from sexual abuse and
exploitation, the Protection of Children from Sexual Offences Act, 2012, was passed. Although the Act has greatly
improved India's child protection system, sexual offences perpetrated against children now take a different form
due to the proliferation of online platforms. At the time of the Act's passage, the complicated legal issues
surrounding online grooming, cyber harassment, live-streamed abuse, and the transmission of child sexual abuse
material were almost unknown. The efficacy of the POCSO Act in the modern digital era is assessed in this study
through a rigorous doctrinal examination. It examines judicial trends, identifies gaps in structure and
implementation, and demonstrates how the current framework is inadequate in addressing cyber-enabled crimes.
While the Act is still an important piece of legislation, the study found that in order to really safeguard children
in today's digital worlds, there must be immediate revision of legislation and institutional strengthening.
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1. INTRODUCTION

Every contemporary legal system acknowledges as a basic obligation the duty to safeguard minors against sexual
exploitation. It stems from the State's moral and constitutional commitment to protect the psychological health,
autonomy of the body, and dignity of children, as well as from international human rights obligations. The
Protecting Children from Sexual Offences Act, 2012, gave Indian lawmakers a chance to put their words into
action. Inadequately addressing the special vulnerability of minors and providing a child-centric framework for
investigation and trial, the Indian Penal Code addressed offences against children through dispersed provisions
prior to this legislation. An all-encompassing, victim-oriented, and rights-based legal framework was introduced
by the POCSO Act with the goal of making the child the focal point of the justice system, marking a significant
change. The Act sought to address long-standing shortcomings in the criminal justice system's handling of sexual
offenses against children by instituting gender-neutral definitions, specialized courts, in-camera trials, and severe
penal repercussions.

The POCSO Act was an innovative and forward-thinking measure when it was passed. On the other hand,
children's social environments have changed drastically within the last decade. Young people face both enormous
opportunities and grave dangers as a result of the ways in which digital technology has transformed interpersonal
communication, information access, and the nature of relationships. As early as elementary school, many kids
today are already navigating online gaming communities, instant messaging systems, and social media without
fully comprehending the risks that come with this kind of exposure. As a result, sexual exploitation has moved
from face-to-face settings to online ones, where perpetrators can more easily prey on children without raising
suspicions because to the anonymity, accessibility, and speed of the internet. The whole definition of child sexual
offenses has been transformed by the rise of digitally exploitative content, which includes grooming, harassment,
sextortion, live-streamed abuse, and cyberbullying.

Conventional legal systems were mostly intended to handle crimes that took place in physical locations, but this
digital transition has presented substantial obstacles to those systems. The complicated realities of cyber-enabled
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exploitation are becoming more difficult for laws that depend on ideas of direct contact, tangible proof, and
geographically contained crime to grasp. Despite its strong goals, the POCSO Act was drafted when the scope of
internet abuse was much smaller. The law's response to virtual enticement, encrypted communication, and
electronically mediated harm is a matter of major concern, as many of its prohibitions are based on assumptions
about offline forms of offense. In a field as delicate and rapidly developing as child protection, judicial imagination
cannot replace legislative clarity, notwithstanding efforts to close the gap through progressive interpretation.

Against this background, this study analyzes the POCSO Act from a modern, digital perspective. In a world where
the lines between real and virtual are becoming more porous, it aims to determine whether the current legal system
can still carry out its protecting role. This study seeks to enhance our understanding of the law's current relevance
by analyzing its strengths, pointing out its structural and operational shortcomings, and demonstrating the gaps
that arise in instances of cyber-enabled abuse. The study concludes by stating that the POCSO Act is still an
important law in India for protecting children, but that it can only be effective in the modern digital age if it can
change to accommodate different types of abuse. The law must act swiftly to alter it, institutions must be ready,
and people must be cognizant of technology if it is to safeguard children in an increasingly digital world.

1.1. Objectives of the Study
The objectives of this research are:
1. To examine the legal framework and scope of the POCSO Act, 2012.
2. To evaluate the effectiveness of the Act in addressing digital-age sexual offences against children.
3. To identify challenges in the implementation of the law in cyber-related cases.
4. To analyse legislative and procedural gaps in dealing with online exploitation.
5. To suggest reforms for strengthening child protection in cyberspace.
1.2. Significance of the Study

Given that children and teenagers' digital participation is growing at an alarming rate and has changed the nature
of the threats that young people confront in today's society, this study takes on great importance. Because of the
abundance of instant messaging apps, social media sites, online gaming environments, and cellp hones, young
people nowadays are more likely to be victims of online grooming, cyber harassment, sextortion, and other types
of exploitation made possible by technology. This changing landscape is putting long-standing child protection
regulations to the test in ways that lawmakers didn't anticipate when they passed these rules. This paper makes a
significant contribution to the continuing legal and policy discussion on the sufficiency of India's child protection
regime by analyzing how current legislative frameworks, especially the POCSO Act, 2012, relate to the facts of
victimization in the digital age. The research emphasizes the importance of recognizing the anonymity,
complexity, and lack of borders associated with cyber-enabled crimes perpetrated against children, as well as
moving beyond traditional, physically-oriented ideas of abuse. Legislators looking to update statutory provisions,
judges charged with interpreting laws in technologically complex contexts, and law enforcement agencies dealing
with cyber forensics, jurisdiction, and evidence collection can all benefit from the study's insights. By offering a
detailed understanding of the gaps between legal purpose and practical protection in digital contexts, it is
especially relevant for child rights organizations and civil society actors who are involved in advocacy, prevention,
and awareness-building efforts. So that the guarantee of every kid's safety, dignity, and justice can be meaningful
in an ever-more-digital environment, the study stresses the larger social imperative of making sure that child
protection laws develop with technology.

1.3. Scope of the Study
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In this study, we will focus on the Protection of Children from Sexual Offences Act, 2012 and how it applies to
cases involving sexual offenses against children in India that occur online or through other digital means. The
research takes a qualitative legal approach to understanding how the current legislative framework responds to
the developing nature of technology-facilitated abuse, rather than conducting empirical fieldwork, surveys, or
statistical analysis. This research takes a close look at the POCSO Act itself, as well as related statutes like the
Information Technology Act of 2000, and the role of the courts in applying classical legal principles to modern
digital settings. To evaluate the efficacy, consistency, and sufficiency of the current legislative framework, this
study examines constitutional court rulings, child protection agency policy reports, and academic works on
cybercrime and child rights. However, the study does not delve into the more general psychological or social
aspects of child abuse; rather, it concentrates on the institutional and legal frameworks put in place to deal with,
prevent, and remedy such crimes. With this perspective in mind, we can examine the law's response to cyber-
enabled exploitation in detail and identify its shortcomings; we can also utilize this information to propose changes
that will make the child protection system more effective in the modern digital era.

2. LITERATURE REVIEW

Manoj et al. (2025) had conducted a comprehensive analysis of the institutional and legislative measures taken
by India to combat the sexual abuse and exploitation of children on the internet, paying special attention to the
gaps in practice and structure that existed outside of the formal legal framework. Despite having a solid legislative
basis in the POCSO Act, their research showed that enforcement agencies in India were ill-equipped to deal with
the exponential growth of digital platforms. The writers noted that while investigation methods were mostly
reactive, online grooming, live-streamed abuse, and the circulation of child sexual abuse material had grown more
sophisticated. They had stressed that child protection laws were not being adequately enforced due to a lack of
specialised cyber units, poor training in digital forensics, and a lack of cooperation between internet platforms and
law enforcement. Because the virtual aspect of the abuse frequently delayed recognition and reporting, thus
intensifying trauma, their work had also brought attention to the psychological consequences of long-term online
exploitation on children. The study by Manoj and colleagues is highly relevant to current discussions about the
effectiveness of the POCSO framework in the digital age because it showed that strong legislation is not enough
on its own; institutional readiness and technological capability are also necessary.

Bhushan (2025a) had looked at how cross-border digital crimes interface with India's child protection legislation
and regulations governing international data transfers. In cases involving the sexual exploitation of children on
the internet, his research had looked at how data localization norms and worldwide privacy laws affected the
capacity of Indian authorities to access crucial electronic evidence. He had contended that the POCSO Act's
procedural hurdles had been unintentionally introduced by data protection laws, notwithstanding the regulations'
critical importance in protecting individuals' privacy. According to the research, prosecution efforts are hindered
because of the loss of important digital trails that occur when data is delayed in receiving it from platforms located
abroad. After delving deeper into the conflict between privacy protections and child protection imperatives,
Bhushan came to the conclusion that a well-rounded legal approach was necessary to ensure the safety of children
without infringing on their basic rights. To avoid jurisdictional difficulties providing safe havens for
cybercriminals, his study has highlighted the necessity for more robust international collaboration structures and
standardized legal norms.

Bhushan (2025b) had taken into account India's worldwide obligations to safeguard children's rights when
assessing the POCSO Act's enabling institutional framework and legal framework for implementation. His
research has looked at how different groups—including courts, child welfare committees, law enforcement, and
civil society organizations—play a part in making laws work. He had noted that while India has ratified numerous
child protection agreements, there was still a lack of consistency in how these principles were incorporated into
domestic enforcement procedures. Problems such as regional implementation gaps, insufficient cooperation
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between agencies, and institutional fragmentation persisted. Bhushan went on to say that there were chasms
between policy goals and reality due to authorities' lack of specific training in dealing with cyber-enabled offences.
Studies investigating the efficacy of the POCSO regime will find his work especially pertinent since it bolsters
the thesis that child safety cannot be achieved via legislative change alone but must also be complemented by
thorough institutional strengthening and accountability mechanisms.

Mishra (2021) used a media-influenced approach to child abuse, looking at how both traditional and digital media
impacted people's knowledge of the problem, how it was reported, and how society dealt with cases involving
children who were victims of abuse. His research has looked at how the media can be both a force for good and a
force for evil, facilitating harm when sensationalism takes precedence over decency. Media coverage, according
to Mishra, was crucial in making child abuse cases public, but it had also caused people to worry about the victims'
right to privacy and dignity. He had brought attention to the fact that in this digital era, internet platforms had
increased the potential for abuse as well as the chances for advocacy. Responsible reporting and ethical internet
communication are key to achieving the goals of child protection laws, as he had previously highlighted in his
work. The analysis by Mishra shed light on the media ecosystems' indirect but substantial influence on the efficacy
of child protection procedures by placing legal enforcement within a larger socio-cultural context.

Bagath and Diya (2024) had analyzed the growing dependence on digital evidence as part of a critical
examination of the changing evidential issues in the adjudication of modern crimes. Because of the growing
importance of digital evidence in prosecutions involving cyber-enabled offenses, their study looked at how courts
were modifying long-established principles of evidence to incorporate digital photographs, chat logs, and
screenshots. Although judges were more receptive to digital evidence, the authors noted that there were still major
discrepancies in the rules regarding its admissibility, authenticity, and chain of custody. The lack of consistent
procedural rules, they maintained, frequently led to evidentiary conflicts, which in turn dragged out trials and
undermined the prosecution's case. Bagath and Diya have previously highlighted how victims of child sexual
offenses were disproportionately impacted by evidential doubt due to the fact that delays and acquittals eroded
faith in the justice system. Thus, their research had shown how critical it is to reevaluate criminal procedure and
improve judicial education in order to make sure that new technologies enhance rather than weaken the efficacy
of criminal legislation.

3. RESEARCH METHODOLOGY

For any legal study to be credible and easy to understand, a clearly defined research technique is crucial.
Examining how well the Protection of Children from Sexual Offences Act, 2012 handles new digital threats, this
study takes a doctrinal and qualitative tack. The paper examines the legal framework and its practical relevance
in dealing with cyber-enabled sexual offenses against children by analyzing statutory provisions, judicial
interpretations, and scholarly viewpoints.

3.1 Research Design

Legal concepts, legislative legislation, and judicial interpretations form the basis of this study's doctrinal research
design. Because it allows for a critical review of current laws and their application in changing social and technical
contexts, this approach is especially ideal for analyzing the effectiveness of legal frameworks. An analytical and
interpretative legal approach has been taken since the research aims to evaluate the effectiveness of the POCSO
Act, 2012 in dealing with sexual offenses perpetrated against children through the use of cyber technology.

3.2 Nature of the Study

The study aims to understand the law by reasoned legal analysis rather than numerical data, making it qualitative
in character. Protecting children in digital spaces is shaped by a complex interplay of legislation purpose, court
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interpretation, and institutional practices. The focus is still on assessing the efficacy, flexibility, and coherence of
the law, not on using statistical indicators to measure results.

3.3 Sources of Data

Secondary sources, such as primary legal materials and academic works, are the sole sources of data used in the
research. Here is a breakdown of the sources that were used for the study:

3.3.1 Primary Legal Sources

e  “Protection of Children from Sexual Offences Act, 2012 mandated certain measures.

e Current rules pertaining to cybercrimes and electronic evidence as outlined in the Information
Technology Act of 2000.

e  The regulations, updates, and announcements pertaining to cyber law and the protection of children.

3.3.2 Judicial Sources

e Judgments of the Supreme Court of India and various High Courts that interpret the POCSO Act and
related cyber laws.

e Decisions involving the use of digital evidence, online interaction, and technology-facilitated offences
against children.

3.3.3 Secondary and Academic Sources

e  Child protection agencies, statutory commissions, and government authorities have released reports.
e  Books, legal comments, research papers, and law review articles that address issues of child rights,
cybercrime, and reforms in the criminal justice system.

3.4 Method of Analysis

Legal resources are analyzed qualitatively from a doctrinal perspective in this work. The purpose and extent of
legislation can be better understood by applying the rules of legal interpretation to its provisions. Analyzing
judicial decisions can help us spot new patterns, different ways of looking at things, and places where the courts
have tried to fill in legal loopholes. To place the research in context with larger academic discourse and to compare
home legal responses with worldwide best practices, scholarly viewpoints are studied and evaluated critically.

The analysis's goal is not to provide empirical results but rather to derive conceptual and normative judgments
about the current legal framework's strengths and weaknesses. The study can assess the efficacy of the legal
response to the changing face of child sexual exploitation in the digital era by taking this approach.

4. LEGAL FRAMEWORK UNDER THE POCSO ACT, 2012

A thorough legislative framework was set up to protect children from sexual exploitation and abuse under the
Protection of Children from Sexual Offences Act, 2012. By providing a coherent and child-centric legal
framework that acknowledges the particular vulnerability of children, the Act signifies a substantial change from
previous disjointed legal rules. It makes it a crime to utilize children for pornographic purposes, engage in sexual
harassment, commit sexual assault, or aggravated penetrative sexual assault. The goal of the Act is to make sure
that all kinds of sexual misconduct against children are punishable by law, thus it tries to define these crimes
clearly and comprehensively.

The POCSO Act is unique in that it takes procedural sensitivity very seriously. Every step of the criminal justice
system must adhere to the statute's child-friendly standards, which include having statements taken in a safe space,
having trials held in camera, and preventing violent or humiliating cross-examination. The goal of these
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protections is to make sure that children don't experience any further trauma as they seek justice and to reduce the
likelihood of secondary victimization. By facilitating expedited trials and specialized management of delicate
matters concerning children, the creation of Special Courts augments this framework even further.

Nevertheless, the POCSO Act's legal framework mirrors the constraints of a statute passed in a mostly pre-digital
era, notwithstanding its progressive aim. Online grooming, digital solicitation, virtual enticement, and live-
streamed exploitation are not specifically recognized by the Act, although it does adequately handle recorded and
physical forms of abuse. Consequently, Sections of the Information Technology Act, 2000 and POCSO laws are
frequently used in conjunction to punish situations involving abuse that is enabled by technology. Because there
is no clear legislative direction on digital offences, investigation, prosecution, and judicial outcomes are
inconsistent as a result of this dual reliance, which in turn generates a fragmented enforcement apparatus.

Uneven outcomes have resulted from relying on judicial interpretation to fill this statutory vacuum. The literal
wording of the statute has limited some judges, while others have taken a more expansive approach by expanding
existing rules to encompass online wrongdoing. Because of this ambiguity, the legislation is less effective in
preventing abuse, since it may take longer for early-stage online grooming or solicitation to prompt legal action
unless it leads to more obvious types of abuse. In light of the fact that cyber-enabled sexual exploitation is a real
problem, the POCSO Act which is still an important part of India's child protection laws—needs to be reevaluated

immediately.

Table 1: Legal Provisions under the POCSO Act and their Relevance to Digital Offences

person below 18 years
of age

Aspect Provisions under Relevance in Digital Context Existing Gap
POCSO Act, 2012
Definition of child | Child defined as any Applies uniformly to online No specific guidance on

and offline victims

digital-age
vulnerabilities

Penetrative sexual
assault

Sections 3 and 5
criminalise penetrative
and aggravated assault

Covers cases where abuse
results from online contact
followed by physical offence

Does not address purely
virtual exploitation

Sexual harassment

Section 11 covers verbal
and non-verbal

Can extend to online messages
and digital communication

Ambiguity in application
to cyber-only conduct

evidence

harassment
Use of child for Sections 13 and 14 Applicable to digital images Does not explicitly cover
pornographic criminalise involvement | and videos Al-generated or
purposes in pornography simulated content
Procedural In-camera trials, child- Protects victims even in cyber- | Lacks specialised cyber-
safeguards friendly recording of related cases investigation procedures

Online grooming
and solicitation

Not specifically defined

Partially addressed through
judicial interpretation

No explicit offence or
preventive framework

Platform
responsibility

Not covered under
POCSO

Relies on IT Act, 2000 for
intermediary obligations

Absence of child-
specific digital
accountability

Available online at https://psvmkendra.com

1936



W

ANUSANDHANVALLARI

ISSN: 2229-3388

v

5. DATA ANALYSIS AND INTERPRETATION

Legal reasoning, rather than numerical or statistical evaluation, forms the basis of data analysis in this study since
it takes a doctrinal approach. Legislative language, court rulings, and institutional policies concerning online
crimes against children provide the basis of this view. When it comes to charges under the POCSO Act, judges
have been more and more accepting of electronic records as evidence, including chat logs, screenshots, emails,
and digital photographs. A more cognizant judiciary is making an attempt to adjust conventional standards of
evidence to account for new types of victimization, and this shift reflects that.

Simultaneously, examination of doctrine exposes ongoing problems with procedures and structures. Where the
claimed violation is limited to online engagement without any accompanying physical contact, prosecutions
frequently face substantial obstacles. Legal efforts to combat online grooming and digital solicitation are hindered
by the lack of a clearly defined statutory offence, which makes it harder to intervene early on. Legal action is
sometimes not an option until the abuse has progressed to more severe levels. In addition, obtaining decrypted
messages, keeping digital evidence intact, and tracking criminals who cross international borders are all extremely
challenging tasks for law enforcement. These constraints reduce the overall efficacy of the legal framework as a
deterrence and postpone investigations. Therefore, although judicial flexibility has helped bring the law and
technology closer together, the doctrinal evaluation highlights the importance of more explicit legislative
mandates and robust institutional safeguards to ensure that child protection laws remain effective in the digital

era.
Table 2: Doctrinal Assessment of Legal and Practical Challenges in Cyber-Related POCSO Cases
Area of Analysis Judicial / Legal Position Practical Challenge Impact on
Enforcement
Use of digital Courts increasingly accept Difficulty in Delays in trials and
evidence electronic records such as chats, authentication and challenges in proving
images, and videos as valid preservation of digital offences
evidence data
Online grooming | Not expressly defined as a Limited scope for early Weak preventive
separate offence under POCSO intervention in cyber-only | protection for children
cases
Encrypted Reliance on IT Act provisions for | Technical and legal Reduced effectiveness
communication access to data barriers in accessing of investigation
encrypted platforms
Cross-border Jurisdiction exercised through Offenders often operate Complicated
offences general criminal law principles from foreign locations prosecution and low
conviction rates
Institutional Growing judicial awareness of Inadequate cyber forensic | Inconsistent
capacity cyber issues infrastructure investigation quality
Deterrence and Strong penalties under POCSO Limited applicability to Law remains more
prevention for physical offences virtual exploitation reactive than
preventive

6. FINDINGS OF THE STUDY

The study arrives at the following findings:
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1. While the POCSO Act does a good job of dealing with traditional types of child sexual abuse, it doesn't
do much to tackle crimes that are enabled by cyberspace.

Prompt legal action is greatly hindered by the lack of clear regulations regarding internet grooming.
Despite its progressive nature, judicial interpretation is not a replacement for explicit legislation.
Inadequacies in technology and institutions hinder the effectiveness of enforcement.

Because there is no legal requirement for holding digital platforms accountable, they remain vulnerable
in the fight against child abuse.

6. It's critical that rules meant to safeguard children be updated to reflect the changing nature of cyberspace.

A

7. CONCLUSION

While child protection in India has been greatly enhanced by the POCSO Act, 2012, the emergence of new types
of abuse due to the exponential rise of digital technology has left these laws woefully inadequate. A more agile
and preventative judicial system is necessary to deal with crimes like cyber exploitation, online grooming, and
others that involve technology. To keep the legislation up-to-date and responsive to new dangers, this study finds
that ongoing legal reform, increased institutional capacity, and more responsibility of digital platforms are
necessary for effective child protection in the digital era.

Recommendations

e Pass laws that make it illegal to engage in grooming or digital solicitation on the internet.

e Incorporate live-streamed and Al-generated abuse into existing definitions of sexual offenses.

e Put digital intermediaries under stricter reporting and evidence-preservation obligations.

e Police departments should receive better cyber training and have more forensic resources available.

e Take action against transnational cybercrimes affecting minors by stepping up international
collaboration.

References

[1T Gupta, V. K. (2025). The digital childhood dilemma: Reconciling children’s rights, online safety and legal
safeguards against exploitation in an era of cyber vulnerabilities. Journal of Teachers and Teacher
Education, 2(1), 01-11.

[2] Gautam, H., & Singh, M. (2025). THE RIGHT TO PRIVACY OF CHILDREN IN THE DIGITAL
AGE. Available at SSRN 5326056.

[3] Mallick, A. Children and the Internet: Evaluating the Legal Framework for Protection Against Online
Predators and Digital Exploitation in India.

[4] Vaidya, A. INNOCENCE IN THE DIGITAL CROSSFIRE: SAFEGUARDING CHILD RIGHTS IN THE
AGE OF TECHNOLOGY. Indian Journal of Integrated Research in Law Volume V Issue II| ISSN, 2583,
0538.

[5] Manoj, D., James, R. 1., Kumaran, S., Devnath, G. P., Varughese, B. T., Arakkal, A. L., & Johnson, L. R.
(2025). Behind the screens: Understanding the gaps in India's fight against online child sexual abuse and
exploitation. Child Protection and Practice, 4, 100088.

[6] Bhushan, M. (2025, June). Crossing Boundaries: The Impact of International Data Transfer Regulations on
POCSO Enforcement and Global Child Privacy Safeguards. In National Seminar on Enhancing Privacy
Protection in the Digital Age: Legal Challenges & Innovations (NSEPPDA 2025) (pp. 40-55). Atlantis Press.

[7] Bhushan, M. (2025, June). Child Protection in India: Examining Institutional Governance and Legal
Frameworks Under the Protection of Children from Sexual Offences Act in Light of Global Commitments.
In Innovative Multidisciplinary Approaches to Global Challenges: Sustainability, Equity, and Ethics in an
Interconnected World (IMASEE 2025) (pp. 295-311). Atlantis Press.

Available online at https://psvmkendra.com 1938



LW
ANUSANDHANVALLARI

ISSN: 2229-3388

v

[8] Mishra, R. (2021). Child Abuse and Media. Bayan College International Journal of Multidisciplinary
Research, 1(02).

[9] Bagath, M. A., & Diya, M. J. (2024). Navigating the Changing Terrain of Evidential Aspects in Adjudication:
A Critical Analysis. Issue 1 Int'l JL Mgmt. & Human., 7, 1490.

[10] Rao, S., & Sandeep, M. N. (2021). Legislations to combat child sexual abuse in India: A critical analysis
with special reference to loopholes and challenges in its implementation.

[11] Sachan, I. (2023). Addressing Vulnerability: POCSO Act, Juvenile Justice Act, and Youth. Issue 4 Int'l JL
Mgmt. & Human., 6, 2335.

[12] Ali, B. H. A. R. T. I. (2019). Sexual abuse of children and the child protection challenge. India’s children
continue to challenge our conscience. New Delhi: Centre for Child Rights, 186.

[13] Aujita, P. A. J., Vinothina, V., & Sivasubramanian, K. (2025). An Analytical Review on the
Protection. Sustainable Digital Technology and Ethics in an Ever-Changing Environment: Volume 2, 237,
265.

[14] Jha, P. (2023). A critical analysis of the protection of children from Sexual Offences Act, 2012. Issue 1 Indian
JL & Legal Rsch., 5, 1.

[15] Sharma, R. (2024). Bridging Gaps in Child Protection: An In-Depth Analysis of Stakeholder Awareness and
Response to Familial Child Abuse. Issue 1 Int'l JL Mgmt. & Human., 7, 1582.

Available online at https://psvmkendra.com 1939



